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Abstract
Embedding a digital watermark in an electronic document is proving to be a feasible
solution for multimedia copyright protection and authentication purposes. Thus, most
of digital watermarking methods lie in the imperfections of the Human Visual System
(HVS) and Human Audio System (HAS) in order to provide an imperceptible and
inaudible robust watermark. In this dissertation, an overview of this emerging
technology is presented, along with our proposed approaches for digital watermarking
using various kinds of intelligent signal processing algorithms. In this dissertation we
propose three categories of algorithms:
1. Digital video watermarking: We propose a new digital video watermarking
scheme based on Principal Component Analysis. We detect the video shots based on
informational content and color similarities of the key frames, and we embed a
randomly generated watermark in the selected PCA coefficients of the three channels.
This allows the watermarked file to retain a good perceptual quality. The computer
simulation is described in this dissertation as well.
2. Digital color image watermarking with self-recovery capabilities: In order to
guarantee the digital image authentication and integrity, we propose a novel color
image watermarking scheme based on image self-embedding and self-recovery (SER)
techniques. The main idea of this algorithm is to embed a reduced content of the
original image to itself, in order to be able to partially recover the deleted features from
the watermarked image. The experimental results were satisfactory and show a high
robustness against most common attacks ag well as a reassuring rate of image recovery.
3. E-learning content watermarking: As a real world application of
watermarking purposes, we chose to apply an audio watermarking algorithm to an
E-learning content. We completed a real world implementation and the algorithm
showed quite good visual and audible quality in watermarked content, as well as a high
robustness against common signal processing attacks.

In this dissertation we developed several algorithms and schemes aiming to make
authentication and recovery possible for digital files (image, audio and video), and to
make the digital file a legitimate proof for the legal system.
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